
Create strong passwords.
Use passwords that are hard to guess, and keep
track of it using a password manager.

Be careful of what you download.
Don't download content from sites that are not
trustworthy. These may contain malware.

Turn on privacy settings.
Take control of how companies use your data
by enabling privacy features.

Think before you post.
Avoid posting sensitive personal information
online. Don't share too much information either.

Use an anti-virus program.
Keep your anti-virus software updated so it can
detect potential threats in your system.

Online
Security Tips

Protect yourself
when you're online!



DON'T GET TRAPPED
ON THE INTERNET!

İNTERNETTE TUZAĞA
DÜŞME!



HESAP ÇALINMASI
DURUMUNDA NE

YAPILACAĞINI ÖĞREN!

LEARN ABOUT WHAT
TO DO IN CASE OF ANY

HACKING! 














